SAMPLE POLICY: SOCIAL MEDIA

We understand that social media can be a fun and rewarding way to share your life and opinions with family, friends and co-workers around the world. You should understand, however, that use of social media also presents certain risks and carries with it certain responsibilities. To assist you in making responsible decisions about your use of social media as it relates to your employment, we have established these guidelines for appropriate use of social media.

This policy applies to all employees who work for [Employer], or any parent, subsidiary, or affiliated entities in the United States.

Guidelines

As part of the rapidly expanding world of electronic communication, social media can mean many things, including any means of posting information or content or communicating on the Internet. This might involve your own or someone else’s web log or blog, online journal or diary, personal or group web site, social networking or affinity web site, web bulletin board or chat room, as well as other new or evolving means of communication. Please note that social media, as defined here, is not limited to means of communication associated or affiliated with [Employer], although these guidelines should also be taken in to consideration as part of your use of any of [Employer]’s means of communication. The more common social media outlets today include Twitter, Facebook, MySpace, LinkedIn, YouTube, etc. The same principles and guidelines found in [Employer]’s policies and core beliefs should also guide your use of social media. Ultimately, you are solely responsible for what you post or communicate online. Because there are risks and rewards involved, we ask that you think carefully before creating or posting online content. Bear in mind that if your conduct or content adversely affects your job performance or that of other employees, or if what you do or say adversely affects our customers, suppliers, agents, shareholders, or others affiliated with our business or [Employer]’s legitimate business interests, there may be disciplinary consequences.

Please Abide By Our Other Policies

Your use of Social Media may involve other policies of [Employer]. For example, please follow the policies affecting use of computers, telephones, and other means of electronic communication, as well as our Ethics and Harassment Prevention policies. If you post inappropriate content, e.g., discriminatory remarks, harassing statements or images, threats, bullying, or similar inappropriate or unlawful conduct, you may be in violation of other policies and that could result in discipline. Note that this is the case if you post this kind of inappropriate content from home or work.

Please Treat Others With Respect and Dignity

We think it just makes sense for all employees to treat others with respect and dignity, but it is especially important to be fair and courteous to fellow employees, customers, suppliers, guests and visitors, and others connected to our business and our legitimate business interests. To the extent that you have concerns, criticisms, or complaints, we encourage you to raise them openly and honestly by speaking directly to a co-worker, supervisor, Human Resources, or management rather than by posting something online. If you decide to post complaints or criticism online — which is always your right if you choose — please avoid using statements, photographs, video, audio, or other content that reasonably could be viewed as malicious, obscene, threatening, intimidating, or disparaging of customers, co-workers, or others connected to our business interests. Please refrain from posting content that is harassing or bullying. For example, we think that you would agree that such conduct would include content posted intentionally to harm someone else’s reputation or content that might contribute to a hostile work environment on the basis of race, sex, disability, religion, or other protected status.

Always Strive To Be Honest and Accurate

We believe that it is inappropriate to post information or rumors that you know to be false or untrue, especially if they relate to co-workers, customers, and others affiliated with our business interests or our competitors. If you later discover that something you thought was true turns out not to be, we think the best course is to correct it as quickly as possible. This might require you to post a retraction or correction. We believe that doing so is the “right” thing to do rather than leaving false or untrue posts on
the internet. Remember that nearly everything posted on the internet is archived somewhere, so even what you delete may later be searched and found.

Here are some specific examples of things you should consider.

- Maintain the confidentiality of [Employer] trade secrets and private or confidential information. Trade secrets may include information regarding our systems, processes, products, pricing formulae, know-how, or technology. For further guidance about what we are trying to protect, please consult our [Confidentiality or Trade Secrets] policy.

- It is often a violation of financial disclosure laws to post or communicate a “tip” or inside information that might influence others to buy or sell shares of stock or other securities.

- If you create a link between your blog, website, or other social media outlet to [Employer]’s website, blog, or social media outlet, you must indicate that you are an employee of [Employer].

- Please do not represent yourself as someone speaking for, or on behalf of, [Employer]. If you post content about [Employer], please remember to state clearly that you are an employee of [Employer] and that your views and/or opinions do not represent those of [Employer], co-workers, customers, or others affiliated with our business interests. If you post a blog or content related to the work you do or the business interests of [Employer], please be certain to make it clear that you are not speaking on behalf of [Employer] or its business interests. An easy way to do this is to post a simple disclaimer that says: “The postings here are my own and do not necessarily reflect the view/opinions of [Employer].”

- Please do not use social media while on work time or using [Employer] equipment, unless doing so is work-related and authorized by management. Of course, you are free to use social media on your own equipment during your time off or breaks.

- Please do not use [Employer]’s email address to register on social media networks, blogs, or other outlets that you use for your personal use or activity.

- Please do not speak to any media or outside contact on behalf of [Employer] unless you are authorized to do so. If you are not so authorized, please direct any inquiries to management. Please note that [Employer] prohibits retaliation against any person who reports a possible violation of our policies. Any employee who threatens, takes adverse action against, or otherwise retaliates against another person who has reported a possible violation of our policies or participated/cooperated in an investigation of same will be subject to disciplinary action.

If you have any questions about [Employer] policies or these Guidelines, please contact your supervisor, Human Resources, or management.

END OF POLICY